From: Information Security Education Training and Awareness
Sent: Monday, July 26, 2021 10:04 AM
Subject: An Important Message from Information Security

Hello,

To ensure cyber safety at <Company Name>, we rely on all employees to report suspicious emails by clicking the PhishAlarm
button or forwarding the email to <Company Email Address>.
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We recently sent you a test phishing email and though you didn’t fall victim to this email, we still need your help. Look out for
emails sent from external addresses that have an urgent tone, which may be a sign of a phishing email, and report it
immediately.

When you report a true malicious email, Information Security is notified to remove it from ALL employees” mailboxes. Your swift
action helps stop phishing attacks before they happen. You may even be recognized Enterprise-wide for your efforts!

We thank you for your vigilance and commitment to keeping <Company Name> cyber safe.
Regards,

Information Security Team





